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Quantum Security

Date: 2 July 2025

Time: 4pm - 6pm

Organised By: Supported by:

: Location: MDDI . AiSp Q;w ?SH

Join us for an engaging session at the upcoming AiSP Quantum Security Special Interest Group (SIG) Meetup, where
experts, innovators, and enthusiasts from the quantum security community gather to explore the evolving threat landscape
and future-ready solutions.

The session will open with welcome remarks by Mr Michael Lew, AiSP Quantum Security SIG Lead, alongside
representatives from CSA Singapore, setting the tone for an insightful afternoon.
We are pleased to welcome distinguished speakers who will share vital perspectives on quantum security strategies and
innovations:
Dr Kawin Boonyapredee
Chief Strategy Officer & APAC CEO, Applied Quantum
Topic: Primer: The Quantum Threat Landscape
Gain a foundational understanding of the “harvest-now-decrypt-later” threat model and the urgency of transitioning to post-
guantum cryptography (PQC).

Mr Cyril Tan
Quantum Security Architect, SpeQtral
Topic: Spotlight: Quantum Tech in Singapore
Discover real-world use cases of quantum key distribution (QKD) and satellite-based secure communications developed by
local pioneers.

Dr Prasanna Ravi
CEO, PQStation
Topic: Demo: PQC Scanning in Action
Watch a live demonstration of advanced tools for scanning and identifying PQC vulnerabilities, with actionable insights for
seamless adoption.

A panel discussion will follow, featuring all speakers as they delve deeper into technical challenges and engage the
audience in an interactive Q&A session. The event will close with final remarks and key takeaways from Mr Michael Lew and
CSA Singapore.

Register here
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CALL FOR
SPONSORS

ate: 267Aug
*Venue: Marina Bay Sands

For AiSP
corporate partners,
contact us now for
Early Bird Discount! 2 .
(ends 30 June) N secretarlat@alsp.sg

Interested sponsors please email:

Launched in 2024 and organized by the
Association of Information Security Professionals (AiSP) Al Special Interest Group (SIG),
the AISP Al Security Summit is a unique annual event that
explores the critical intersection of artificial intelligence and cybersecurity. This year's summit delves into the
emerging paradigm of Agentic Al—systems that can plan, act, and adapt
with minimal human oversight—and the complex security challenges they
introduce across the public, private, and academic sectors.

From threat amplification and loss of control to data integrity and trust,
the event addresses the risks inherent in these powerful technologies.
By bringing together thought leaders and practitioners,
the summit aims to chart a path toward the resilient,
responsible deployment of Agentic Al—unlocking its promise while safeguarding our digital future.

For interested sponsors, please email:
secretariat@aisp.sg
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NEWLY LAUNCHED!

IS-BOK 2.0
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Price: $87.20 (inclu GST)
Scan the qr code for payment! |

__

Get our newly launched Information Security Body of Knowledge (BOK) Physical Book at $87.20 (after GST).

While stocks last!

Please scan the QR Code in the poster to make the payment of $87.20 (inclusive of GST) and email secretariat@aisp.sg with your
screenshot receipt and we will follow up with the collection details for the BOK book.
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CYDES 2025
1 -3 July 2025
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Cyber threats are evolving—so
must we. With Malaysia as
ASEAN Chair, CYDES
2025: Advancing Cyber
Resilience unites innovators,
leaders, and defenders from 1-3
July at PICC, Malaysia.

Explore cutting-edge
technologies, engage in high-
level discussions, and forge
strategic collaborations shaping
the future of cybersecurity. Be
part of the solution.

Register here

GovWare 2025 Conference
and Exhibition
21 - 23 October

GovWare 2025

Conference and Exhibition
A Part of Singapore International Cyber Week

21-23 October
Sands Expo and Convention Centre,
Singapore

GovWare 2025 returns from 21
to 23 October 2025 at Sands
Expo and Convention Centre,
Singapore! Get ready for
another powerhouse edition as
we celebrate 10 years of
GovWare’s partnership with
Singapore International Cyber
Week (SICW).

Learn more about GovWare
here

== Secure Early Bird
Discounts ==

Register your interest now and
enjoy an exclusive S$700
discount on your Full
Conference Pass when
registration opens. No payment
required now!

Register Your Interest here

== Call For Speakers Now
Open ==

GovWare 2025’s Call for
Speakers is now open for
submissions until 9 June 2025
(2359hrs SGT).

For more details, visit GovWare
website here

#WhereCyberMeansBusiness

The Advisory Mentorship
Programme
Jul — Oct 2025

O THE ADVISORY
LI~ MENTORSHIP

Admy  PROGRAME

Make a difference and mentor
with us today
Just a few hours could tronsform a young person’s Uife.

ONE HOUR A MONTH
JULY TO OCTOBER 2025 § ([

Join us as a mentor:

Register here

Digitech ASEAN Thailand 2025
19-21 November 2025
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Hall 7-8, IMPACT, Bangkok, Thailand

DigiTech ASEAN Thailand & Al
Connect 2025 is growing
bigger than ever! To date,

Visitors/Buyers pre-
registrations have already
increased by over 20% as

compared to last year’s event,
with visitors/buyers coming

from 40+ countries spanning a

wide range of market sectors.

Event Details
e Event Name: DigiTech
ASEAN Thailand 2025
(Digital Solutions for
Business)
e Co-located with: Al
Connect 2025 (Al For

Business)

e Date: 19-21 November
2025

e Time: 10:00 AM - 6:00
PM

e Venue: Hall 7-8,
IMPACT Exhibition and
Convention Center,
Bangkok, Thailand

Register here
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Blackpanda Recognized with APPACT
Appreciation Awards for 2022, 2023, and
2025

@ BLACKPANDA

Blackpanda Honored
with APPACT
Appreciation Awards

for the Third Time

Recognized by the
Singapore Police Force CyberCrime Command

Blackpanda is proud to be awarded
the APPACT Appreciation Awards by
the Singapore Police Force CyberCrime
Command for three consecutive years—
2022, 2023, and 2025. This recognition
honors our contribution to strengthening
public-private collaboration in combating
cybercrime and advancing cyber resilience
across Singapore.

At Blackpanda, we believe cyber
emergency response should be as
accessible as public emergency
services. Our IR-1 solution—Asia’s first
fixed-cost cyber incident response
subscription—reflects this commitment,
ensuring that immediate, frontline cyber
response is just a phone call away.
We are grateful to the CyberCrime
Command (CCC) for this recognition and
extend our congratulations to our fellow
APPACT partners who were also honored at
the Appreciation Dinner. Together, we are
building a safer digital ecosystem for all.
= Learn more about our mission and this

milestone here

Votiro - Hop on to a Demo
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See how Votiro delivers real-time data
security.

Schedule a personalized demo to learn how|
our Zero Trust Data Detection & Response
platform protects private data and eliminates
file-borne threats.

Votiro is Zero Trust Content Security and
Data Detection & Response rolled into one
seamless platform. With our proactive file-
borne threat prevention, real-time privacy
and compliance capabilities, and actionable
data insights, our Data Security solution
protects organizations from countless digital
threats that pose unnecessary risks to your
employees, your customers, and your
reputation.

Support NTUC Union Member
Recruitment

JEVERY  memBERS /ST
MOTSRS  WORKLISALRAYS

NTUC UNION MEMBERS
GET UP TO $250 TRAINING
BENEFIT PER YEAR

RECEIVE 50% COURSE FEES UNDER THE
UNION TRAINING ASSISTANCE PROGRAMME (UTAP)

Full course fee before subsidy (before GST)

Stophy, nged 32, wants 10 1949 up & WS Course
conting §1 200 (bofors GST)

$1,200

Loss: Government subsidy on ful course foe (Eg, 70%) $840

Aot by k. o croen care

utap Less: 50% of nell course fee payable after subsidy -$180
2w

~  (hefore GST), up to
9% GST on Al course fee Defore subsdy $108
Final amount Stephy pays (after GST) $288

For 2 avwcon crpeses

EXCLUSIVE SAVINGS AND PERKS

"
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FarPric mermber nswrance Poicy with pe o8 0n & wide
banefits In Linkpomnts coveraa of up o $40,000 rang: ana Mestyle
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Froe .;uum and :upom

Up 10 26% OFF" for 30% OFF Day Passes
$20 OFF Cabana Renta

lmon ikl & Wot
 Mermbership

For more benefits, visit
www.ntucmembership.sg

Register here
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Qualified Information Security Professional Course (QISP) Exam Preparation Crash Course
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POLYTECHNIC

Qualified Information Security
Professional (QISP)
Preparatory Course

(SkillsFuture Funded)

About the Course

Key Learning Outcomes

-

/Who Should Attend? Date of Course:

Register here
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Qualified Information Security Professional Course (QISP) E-Learning

QISP Exam
Preparatory
E-Learning

Course

Governance and

¥ 35
- = T
—- .
./@ @ Physical Security and
Business Continuity
-

Prepare for QISP :
. .

Exam via E-Learning Security Architectire

s and Engineering
Anytime, Anywhere!

.
Our e-learning program is perfect for those who .
want to prepare for the QISP Exam based on b I i d
i g i peration an:

AISP 1S-BOK domains. With access for 12 Infrastructure Security
months, you can study at your own pace on our Software Security

beautifully designed and responsive e-learning 5
platform. o

Software

Cyber
Defense

Grab the exclusive
launch offer at
SGD 499 nett!

29 nett

Cyber Security 3 = ¥ F A
Competency Development  €NAUIry@wissen-intl.com | www.wissen-intl.com

Prepare for the Qualified Information Security Professional (QISP) examination with
our newly developed e-learning course, launched on 1 March 2024!

Our highly responsive e-learning platform will allow you to learn anytime, anywhere with
modular courses, interactive learning and quizzes. Complete the course in a month or up to
12 months! Enjoy lean-forward learning moments with our QISP/QISA preparatory e-
learning course. Receive a certificate of completion upon completion of the e-learning
course. Fees do not include QISP examination voucher. Register your interest here!
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Qualified Information Security Professional Course (QISP) Exam Preparation Crash Course

Deloitte. AISPP

QISP® EXAM
PREPARATION
CRASH COURSE

Are you ready to boost
your cybersecurity
career with the QISP®
certification? Join
Deloitte’s intensive crash

course and get exam-

reody n JUSt 3 dOyS! Information Security Body of Knowledge
(1s BOK) 2.0. Candidates must achieve a
Taught by our experts with minimum of 50-64% (Qualified Information
several years of industry Security Associate), 65% and above

experience (Qualified Information Security
Intensive fast-tracked learning  professional) to pass.

The QISP® training is based on AiSP’s

Practical exercises for

N Domains covered on the QISP® exam:
real-world application

. L. + Governance & Management
AL Ca Tl e * Physical Security and Business Continuity
« Security Architecture and Engineering
» Operation and Infrastructure Security
+ Software Security

» Cyber Defence

New batch is starting soon, register your
interest now by scanning the QR code!

Register here
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Advertisement

For Individuals Without
IT/Cybersecurity Experience

Build Strong Technical
Foundational Skills with

6 ESSENTIALS SERIES
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Fogensics soc

Cloud oy Threat
&Y Security @ Intelligence

e Video @ Hands-on e CTF/Capstone e Proctored
Lessons Labs Project Exam

Secure Your Career Now

Learn Foundational Cybersecurity Skills with EC-Council’s Essentials series of courses, there are 8 titles to choose from!

1. Ethical Hacking Essentials
2. Network Defence Essentials
3. Digital Forensics Essentials

4. Cloud Security Essentials

5. 10T Security Essentials
6. DevSecOps Essentials
7. SOC Essentials
8. Threat Intelligence Essentials

In today’s digital world, cybersecurity and tech skills are more essential than ever. Whether you're a student, career switcher, or IT
enthusiast, EC-Council’s 8 Essentials Courses provide the perfect foundation to boost your knowledge and open new career
opportunities.

Learn the fundamentals of cybersecurity, cloud, networking, and coding.

Hands-on virtual labs for real-world practice.

Industry-recognized training to enhance your resume.

Exclusive Offer for AiSP Members — Enjoy a special discounted price for each Essentials course at SGD 399 nett!
Email enquiry@wissen-intl.com or WhatsApp 9061 8281 for more information

Mailing Address Links

Partners’ Contributed Content
Alsp 6 Raffles Boulevard, JustCo, A A N\ \ |\ LT
Marina Square, #03-308,

dvan nn X | H -
RN Singapore 039594 Cybersecurity Job Posting

@ f SME Cyber Safe Portal
secretariat@aisp.sg

AiSP Cyber Wellness Portal
+65 8878 5686
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